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Oversee buildings, sensors and people
anytime, anywhere, and on-the-go.

Credential Manager

Provisioning, managing, distributing, and implementing governance across
devices and credentials, as well as providing interoperability with other
services, applications and platforms.
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Safetrust’s Credential Manager is a feature-rich portal used to register users and activate devices within your
environment. It is also used to assign virtual credentials over-the-air to mobile devices and activate controls (rules) around
using those credentials. The Credential Manager can accept data from a third-party trusted source, such as a Physical
Access Control System, Identity Management System or HR System. The Credential Manager can be used to monitor
virtual credential usage, and where required, can also be configured to send event-based information to supported third-
party analytics engines. 

Access management just a click away

Safetrust's Core Service
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http://www.safetrust.com/


One centralized portal for everything  
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Our fully integrated platform lets administrators handle everything over-the-air and all in one place, eliminating the need
for face-to-face onboarding, on-site firmware maintenance and the costs associated with credential management.  

Over-the air Credentials

Virtual credentials can be issued or
revoked in real-time to mobile devices,

providing rapid deployment for all users,
including those in remote locations. 

 

Single Mobile Identity

Supports the issuance of an
unlimited number of building access

credentials and logical access
credentials within a single platform.

Virtual Credential Consolidation 

Supports the issuance of virtual credentials from
multiple disconnected sources into a single local
user Wallet. Credentials may be issued from
private or public sector entities, which maintain
control over their individual assigned credentials.

CREDENTIAL MANAGER BENEFITS

API Integration

Contains a feature-rich REST API for
integration with third-party applications
including authoritative data sources and
analytics engines.

http://www.safetrust.com/
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Management on-the-go

With the Mobile Administrator app for iPhone and Andriod you
can keep your finger on the pulse of what’s happening in your

building, no matter where you are.

MOBILE ADMINISTRATOR

Easier onboarding
Onboard new employees out in the field in just a few steps without

going back and forth from a desktop. 

Quickly update credential rules
Don't wait until you're back at your desk; update access
permissions and set credential rules such as geographic

location, time frames and 2FA in real time.

Designed to work with
your existing applications 

Safetrust supports a wide array of protocols,
standards, and APIs. This allows customers
and their partners to easily integrate
Safetrust services into their business and
application processes and procedures, such
as access control systems and identity
provisioning solutions.  

Less manual overhead—more control.

Remote Monitoring
Always know who is in your building at any given time.  

http://www.safetrust.com/


SENSOR MANAGEMENT

Password, Google+, FIDO, Digital Certificate

Cloud-based Management Portal for configuration and issuance of virtual
credentials to mobile device.
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Tech Specs

Description

Session Management

Access Roles

Registration Type User & Device

Supported Browsers Chrome, I.E, Edge, Firefox, Mozilla

Safetrust, Safetrust Credential Manager, and Safetrust Wallet are all trademarks of Safetrust Inc. All other product and company names are trademarks of their respective holders; use of these trademarks
does not imply any affiliation with or endorsement by their holders. All claims of compatibility are made by Safetrust only. *HID®, iCLASS SE®, Seos®, multiCLASS SE®, and Indala® are trademarks of HID
Global Corporation/ASSA ABLOY AB. Neither that company nor its affiliates have manufactured or endorsed this product and have no association to Safetrust Inc.

Save time and money
with OTA updates 

Using the web-based Credential Manager,
system administrators can update firmware to
add new capabilities to the sensors and activate
or deactivate specific functionality depending
on the organization’s needs. 

No need for in-person maintenance at every
site, just click to update and you're set!  
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